
Agree / Disagree 

 

 

We should treat 

people’s data the 

way we would like 

our data to be 

treated. 

Agree / Disagree 

 

 

We should try to 

hold as little 

information as 

possible so that we 

minimise our risks. 

Agree / Disagree 

 

Data’ only means 

what we hold on 

our database or in 

a spreadsheet; it 

doesn’t apply to 

emails, letters or 

reports.  

Agree / Disagree 

 

The only people 

who try to exercise 

their rights 

(including Data 

Protection rights 

like “subject 

access”) are 

trouble-makers.  



Agree / Disagree 

 

The Board / 

Management 

Committee should 

make the key 

decisions about 

Data Protection. 

Agree / Disagree 

 

Different teams 

have different 

concerns, so the 

HR, fundraising & 

service delivery 

teams should each 

have a separate 

Data Protection 

policy. 

Agree / Disagree 

 

The most 

important thing 

about Data 

Protection is 

keeping 

information 

secure; as long as 

our IT is protected 

we should be OK. 

Agree / Disagree 

 

GDPR is a brilliant 

opportunity for us 

to get rid of all our 

old data, 

especially the 

paperwork that is 

clogging up the 

office. 



Agree / Disagree 

 

People shouldn’t 

be so concerned 

about how we use 

their data.  They 

know we are 

trustworthy.  

Agree / Disagree 

 

Good Data 

Protection practice 

means that we 

should only ever 

use people’s data 

in ways they have 

agreed to. 

Agree / Disagree 

 

If we follow good 

Data Protection 

practice it will 

help us be a more 

effective 

organisation.  

Agree / Disagree 

 

We should allocate 

Data Protection 

compliance to one 

person (preferably 

not me) and then 

the rest of us can 

get on with our 

jobs.  


